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G-Cloud 13 RM1557.12
Cyber Security 
Services 3           
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Technology Services 3                          
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Consultancy 3    
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Business 
Y20023

ICT Managed Service 
for Education &   WPS 
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Managing Authority Crown Commercial Service Crown Commercial 
Service Crown Commercial Service Crown Commercial 

Service

KCS 
Procurement 
Services

YPO

Open to use by All public sector All public sector All public sector All public sector All public sector All public sector

Call off mechanism Government Digital Marketplace Dynamic Purchasing 
System Marketplace

Direct award (Lots 1, 2 & 3) /                     
Further Competition Further competition

Direct award / 
Further 
competition

Direct Award

Framework end and extension 08/11/2023 + 12 months 14/02/2025 15/06/2025 23/08/2025 31/12/2025 28/02/2023 + 12 months

Information Security 
Management System 
(ISMS) Implementation

A management system consisting of a set of 
security controls that can be deployed to 
govern all aspects of your information and 
data. A sustainable and long-term approach 
for Cyber Security and Resilience.

Cyber Resilience Maturity Modelling

Managed Security Services
Consultancy and 
advice

Lot 1: Technology Strategy and 
Service Design / Lot 3b: Operational 
Services - Operational Management / 
Lot 3c: Operational Services - 
Technical Management

Lot 3.4: Complex & 
Transformation - Digital, 
technology and cyber

ICT Systems 
Management

Cyber security and 
firewall management

Contractual Security          
Due Diligence

Advise on the best practices and approaches 
to ensure a third-party network has a resilient 
approach to Cyber and the most appropriate 
security controls.

Cyber Vulnerability Assessment 
Service

Managed Security Services

Consultancy and 
advice Lot 2: Transition and Transformation ICT Systems 

Management
Cyber security and 
firewall management

Security Operations 
Centre (SOC) & Security 
Information Event 
Management (SIEM) 
(Protective Monitoring)

Industry-leading cyber security design, 
implementation, monitoring, management, 
threat intelligence and incident response 
expertise.

Managed Security Services
Consultancy and 
advice / Incident 
Management

Lot 1: Technology Strategy and 
Service Design / Lot 2: Transition and 
Transformation / Lot 3b: Operational 
Services - Operational Management

Lot 3.4: Complex & 
Transformation - Digital, 
technology and cyber

ICT Systems 
Management

Cyber security and 
firewall management

DPIA (Data Protection   
Impact Assessment)

Identify and minimise risks arising out of the 
processing of personal data. An important tool 
for negating risk, and for demonstrating 
compliance with the GDPR.

GDPR Compliance

Managed Security Services
Consultancy and 
advice

Lot 1: Technology Strategy and 
Service Design

Lot 3.4: Complex & 
Transformation - Digital, 
technology and cyber

ICT Systems 
Management

Cyber security and 
firewall management / 
Data storage and 
security, including 
penetration testing

Information Risk  
Management & 
Assessment

An improved view of your information assets, 
their value, and the degree to which they are 
protected.

Cyber Resilience Maturity Modelling

Managed Security Services

Consultancy and 
advice / Incident 
Management

Lot 1: Technology Strategy and 
Service Design / Lot 2: Transition and 
Transformation

Lot 3.4: Complex & 
Transformation - Digital, 
technology and cyber

ICT Systems 
Management

Cyber security and 
firewall management / 
Data storage and 
security, including 
penetration testing

Penetration Testing

Part of an organisations vulnerability 
management programme simulating the 
actions of a malicious threat actor to identify 
vulnerabilities within applications and 
services.

IT Security testing (including 
Penetration Testing)

Phishing Campaign

Managed Security Services

Pen test / Health 
check

ICT Systems 
Management

Data storage and 
security, including 
penetration testing

Contact: Jim Fox –  james.fox2@capita.com


